Log Out of Public Computers

Please remember to log all the way out of your accounts
on public computers or kiosks when you are finished
using them.

Don’t save any of your login information including
usernames and passwords.

Be aware of potential over-the-shoulder snoops.

Don’t leave the computer unattended with sensitive
information on the screen.

Don’t enter sensitive information into a public computer
like your social security number or banking information.

Delete browser history before leaving a public station.

For more information on this week’s tip visit www.rochestet.edu/it/security/securitytipofweek.
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